
Passwordless.



Passwordless for Active Directory and 
Azure AD with Yubikey and mobile device 

1. Users will have the passwordless logon 
option to AD joined / Azure AD joined 
workstations using security key (Yubikey) or 
mobile device.


2. Users will be able to passwordlessly access 
systems which have Windows integrated 
authentication.


3. Users will have passwordless access 
resources, which have Azure AD 
authentication, through web browser using 
security key (Yubikey) or mobile device.

1. Azure AD Premium licenses.


2. Windows 10, minimum build v2004.


3. AD domain controllers with version 2016 or 
later.


4. Authentication to Windows 10 using mobile 
device is currently in preview and requres 
Intune licence.

What will be done during project 

Price  

The result 

Prerequisites 

1. Computers will be synchronized and joined to 
Azure AD. 



2. Passwordless authentication will be enabled for 
test users with options to use security key or mobile 
device as authentication method. 



3. User enrollment procedure will be demonstrated 
and documented.


4. Configured single sign-on to cloud resources 
using Azure AD authentication (for Example, 
Office 365) and applications using Windows 
integrated authentication, if user has logged on to 
workstation using passwordless authentication 
method. 



5. Passwordless Q&A session. 

� Implementation: 4000 EUR�
� Yubikeys (3 Yubikeys free during pilot) 


 * Azure AD Connect deployment is not included 
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